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Abstract: This contribution introduces a solution to solve the requirement from 5GAA. In order to provide the shared edge service, a UE in PLMN B should access efficiently to the EAS in PLMN A located in close proximity via N9 tunnel.
1. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-48.
* * * * First change * * * *

6.0
Mapping of Solutions to Key Issues

The solutions in clause 6 can apply to one or more key issues described in clause 5 of this report. Table 6.0-1 describes the relationship between solutions and key issues.

Editor's note:
The table below will be updated with actual content when generating the TR with approved contributions. Page number is automatically updated to ease reference (ctrl-left click to reach the solution).
Table 6.0-1: Solution-Key issue matrix
	Solution
	Key issues

	Title
	(page)
	KI#1
	KI#2
	KI#3
	KI#4
	KI#5
	KI#6
	KI#7

	01: < Solution for the KI#5: Access the shared EAS via N9 tunnel >
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* * * * End of changes * * * *

* * * * Second change, all new texts* * * *

6.X
Solution for the KI#5: Access the shared EAS via N9 tunnel
6.X.1
Description
As indicated in LS S2-2203633, the 5GAA has the requirements of to allow a PLMN to use EHE resources shared by another MNO appropriately, i.e. allow a UE in PLMN B to access efficiently the EAS in PLMN A located in close proximity and to route the UE traffic to the identified EAS. 
Due to some of the MNO doesn’t have the local edge resource, so in order to consume the edge service from other PLMN, some of the issues should be resolved below: 
-
How to the UE that in PLMN B to discover the EAS which deployed in PLMN A by 3GPP defined mechanism? 
-
After determined the EAS IP address deployed in PLMN A, how to determine the target DNAI? The EAS deployed in PLMN A may referred to the target DNAI defined in PLMN A, and the SMF in PLMN B may not directly determine the target DNAI. 

-
How to select the UPF in PLMN A? In order to access the EAS deployed in PLMN A, the PLMN B where the UE located should trigger the UPF selection in PLMN A and configure the N4 rules and N9 tunnel information to UPF in PLMN A. This procedure refers to the interoperability across PLMN. 
6.X.2
Procedure

6.X.2.1
Determine target DNAI in PLMN A according to EAS IP address
Due to the EAS that shared by PLMN A can be accessed via N9 tunnel by UE in PLMN B, so the target DNAI that related to EAS IP address should be determined. The DNAI is used or defined per PLMN, and due to the EAS is deployed in other PLMN, the SMF in PLMN B may not directly determine the target DNAI in PLMN A. 
So, some of the information should be provided by PLMN A to assist SMF in PLMN B to determine the target DNAI in PLMN A. The AF in PLMN A can provide such information to AF in PLMN B, which is the application layer procedure. And the AF in PLMN B reuses the EDI procedure to provide the 

There exists the relationship between the EAS IP address(range)/FQDN and target DNAI in PLMN A. The information that used to determine target DNAI in PLMN A are listed in the Table 6.X.2.1-1.
Table 6.X.2.1-1 Mapping table between target DNAI and IP range provided by AF
	Parameters
	Description

	IP range/address
	Indicates the IP range/address to be converted to the target DNAI

	DNAI
	The target DNAI is equivalent to the IP address/range

	PLMN ID
	Indicates the target DNAI supported in this PLMN


The procedure of AF provides the mapping table to 5GC is in Figure 6.X.2.1-1. 
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Figure 6.X.2.1-1: Mapping table between target DNAI in other PLMN and IP range in the AF procedure

1.
The AF invokes the service operation to provide the mapping table between target DNAI in other PLMN and EAS IP range/address.

2.
NEF checks whether the AF is authorized to perform the request, and authorised to provision the mapping table to UDR based on the operator policies. 

3.
The NEF invokes the Nudr_DM_Create/Update/Delete to the UDR if it is authorized.

4.
The UDR stores/updates/removes the corresponding information (and responds a Nudr_DM_Create/Update/Delete Response to the NEF.

5.
The NEF sends Nnef_EASDeployment_Create/Update/Delete Response to the AF.

6.X.2.2
SMF recovers or obtain the mapping table to determine the target DNAI
After receiving the EAS IP address from EASDF, the SMF can’t determine the target DNAI, because this DNAI is referred to the other PLMN ID. So, the SMF should check the mapping table in UDR and convert the received EAS IP address to target DNAI in other PLMN, and trigger the UPF selection in other PLMN. 
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Figure 6.X.2.2-1: Recovers or obtain the mapping table

1.
The SMF receives the EAS IP address from EASDF, but the SMF can’t decide the target DNAI according to EAS IP address, because this IP address corresponds to the target DNAI which supported by other PLMN.

2-3.
The SMF subscribes to the mapping table Change Notification from the NEF or obtains the mapping table from NEF.  

4-5.
The NEF invokes the Nudr_DM_Query/Subscribe to the UDR for the mapping table.

6.
The NEF sends notification or Response to the SMF for the mapping table between EAS IP address/range and target DNAI.

6.X.2.3
EAS discovery procedure and access the shared EAS via N9 tunnel
The EAS deployed in PLMN A can be shared to UE in PLMN B to provide the edge services. And the PLMN A has already provides the mapping table between IP address/range and target DNAI in PLMN A as indicated in section 6.X.2.1. 
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Figure 6.X.2.3-1: EAS discovery procedure and access the shared EAS via N9 tunnel
1-13.
These procedures are the same as the procedures listed step 1 to 13 in Figure 6.2.3.2.2-1 of TS 23.548[x].

14-15.
The EASDF sends DNS message reporting to the SMF by invoking Neasdf_DNSContext_Notify request including EAS information if the EAS IP address or the FQDN in the DNS Response message matches the DNS message detection template provided by the SMF. But, The SMF can’t decide the target DNAI according to the EAS IP address or the FQDN in the DNS response
16.
The SMF recovers or obtain the mapping table from UDR via NEF, that the mapping table can be used to determine the target DNAI. The SMF uses the mapping table can decide that the EAS IP address corresponds to the target DNAI in PLMN A. And also, the mapping information can indicate the EAS IP address can be accessed via N9 tunnel. 
17.
The SMF may perform UL CL/BP and Local PSA selection and insert UL CL/BP and Local PSA in PLMN B side. Due to the EAS IP address can be accessed via N9 tunnel, the SMF should determine the user plane in PLMN B first, and then, trigger the PLMN A to select or prepare the user plane resource. The SMF may determine the associated N6 traffic routing information for the target DNAI.
18.
SMF in PLMN B to SMF in PLMN A: Nsmf_PDUSession_Create Request (target DNAI, N9 tunnel info, N6 traffic routing information, QoS parameters to configure in UPF in PLMN A). The SMF in PLMN B should select the SMF in PLMN A first, and then, the SMF in PLMN B triggers the PDU session establishment request to SMF in PLMN A to establish a PDU sessions across MNO to access the EAS via N9 tunnel. 

The target DNAI that used in PLMN A has been derived by SMF in PLMN B, and the target DNAI is used for SMF in PLMN A to select L-PSA. And the SMF in PLMN B sends the N9 tunnel info in PLMN B side to SMF in PLMN A, so the UPF can access the downlink data to L-PSA in PLMN B.
19-20.
The SMF in PLMN A performs Local PSA selection and insert Local PSA in PLMN A side. And, the SMF in PLMN configures the N9 tunnel info to L-PSA, and also, configures the N6 traffic routing information, N4 tunnel information to L-PSA. Also, according to the QoS parameters that declared by the SMF in PLMN B, the SMF in PLMN A configures the UPF with the QoS parameters. 
21.
In Nsmf_PDUSession_Create Response, the SMF in PLMN A replies with the N9 tunnel info in PLMN A side. 
22.
The SMF in PLMN B updates the L-PSA according to the N9 tunnel info received from PLMN A side. And after this procedure, there exists uplink data between L-PSA in PLMN B to L-PSA in PLMN A.
23-25.
These procedures are the same as the procedures listed step 17 to 19 in Figure 6.2.3.2.2-1 of TS 23.548[x].
6.X.3
Impacts on services, entities and interfaces

Editor's note:
This clause lists impacts to services and interfaces.
SMF:
-
Receive the mapping table from UDR via NEF, and transfer the EAS IP address to target DNAI.

-
Provides the target DNAI, QoS parameters and N9 tunnel info to other SMF in other PLMN.

UDR:
-
Stores the mapping table between EAS IP address/range and target DNAI.
AF:
-
Provides the mapping table between EAS IP address/range and target DNAI to 5GC.
* * * * End of changes * * * *[image: image4.png]



3GPP

SA WG2 TD


SMF
NEF
UDR
1. SMF receives the EAS IP address from EASDF but can not determine the target DNAI
4. Nudr_DM_Query/Subscribe
6. Notify the mapping table to SMF
2. SMF subscribes the mapping table
3. Response
5. Nudr_DM_Notify
0. AF has already provided the mapping table between target DNAI and IP range/address



SMF
EASDF
UE
2. Select EASDF
3. Neasdf_DNSContext_Create Request
4. easdf_DNSContext_Create Response
7. DNS Query
DNS Server
12. DNS query
14.Neasdf_DNSContext_Notify Request
25. DNS response
UPF
ULCL/BP
UPF
L-PSA
UPF PSA
13. DNS Response
8. Neasdf_DNSContext_Notify Request
9. Neasdf_DNSContext_Notify Response
15.Neasdf_DNSContext_Notify Response
5. Neasdf_DNSContext_Update Request
6. Neasdf_DNSContext_Update Response
23. NeasdfDNSContext_Update Request
24. Neasdf_DNSContext_Update Response
10. Neasdf_DNSContext_Update Request
11. Neasdf_DNSContext_Update Response
1. PDU Session Establishment Procedure

DNSContext Creation Procedure

DNSContext Update Procedure
AF
SMF
UPF
AF
18. Nsmf_PDUSession_Create/Update Request（target DANI and N9 tunnel information in PLMN B side）
19. UPF selection
20. N4 procedure
Downlink
17. L-PSA selection and UL CL selection in PLMN B
21. Nsmf_PDUSession_Create/Update response (N9 tunnel information in PLMN A side)
22. Update L-PSA, UL CL in HPLMN about N4/N9 tunnel to L-PSA in MNO B
Uplink
16. SMF recovers or obtain the mapping table from UDR, and determine the target DNAI in PLMN A
PLMN B
PLMN A



UDR
NEF
AF
1. AF provides the mapping table between IP address/range and target DNAI in different PLMN
2. NEF handling
3. Nudr_DM_Create/Update
4. Nudr_DM_Create/Update response
5. response



